**GRUPO 5**

Empresa emergente dedicada a la venta de productos fertilizantes para campos con una capacidad financiera acotada. Todos sus empleados trabajan on site y están dispuestos a recibir capacitación. Poseen actualmente dos personas encargadas de sistemas, las cuales manejan información sensible, pero que todos los usuarios pueden ver (no es política de la empresa). No realizan copias de información porque no las creen convenientes. Poseen una página web donde hay catálogos y los clientes pueden hacer compras a través de la misma.

**Seguridad física:**-Respaldo de datos:

-Sistema redundante:

**Seguridad lógica:**

 -Cifrado de datos

 -Antivirus

 -Firewalls

**Seguridad activa**

-Copias de seguridad

-Emplear contraseñas seguras. Para que sea considerada como tal, una contraseña debe tener más de 8 caracteres, con mayúsculas, minúsculas y números. Hay virus que se centran en averiguar contraseñas, así que es mejor no ponérselo fácil.

-Encriptar datos importantes. Es decir, cifrarlos para que solo lo puedan leer aquellas personas que sepan la clave.

**Seguridad pasiva**

-Comprobar si el antivirus funciona correctamente cuando hay una infección por un virus.

-Escanear el sistema al completo y, si se encuentra algún malware, limpiarlo.

-Realizar copias de seguridad de los datos y del sistema operativo en distintos soportes y ubicaciones físicas.

-Crear particiones del disco duro para almacenar archivos y backups en una unidad distinta a la del sistema operativo.

-Desconectar la máquina de la red hasta que se encuentre una solución.